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Signature Validation Status —

s -| Signature validity is UNKNOWRN.

/' - The Document has not been modified since this signature was applied.
- The signer's identity is unknown because it has not been included in your list of
trusted identities and none of its parent certificates are trusted identities.

0 —a

Legal Motice... | I Signature Properties... l [ Elose

Reason:
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E’.'J Signature validity is UNENOWN,
)

| Summary | Docurment Date/Time | Legal |

YR The signer's identity is unknown because it has not been included in your list of trusted

identities and none of its parent certificates are trusted identities,

Signed by: ]TfiD <office@trie-net.biz> Show Certificate...

ﬁ Click Show Certificate for more information about the signer's certificate and s vahdity
details, or to change the trust settings for the certificate or an issuer certificate,

Validity Details

1 The signer's certificate is a self-signed certificate that is not trusted,
%‘} Path validation checks were successful,

Ej_‘, Revocation checking was not performed.

Signer's Contact Information:

1. When you directly trust a signer's certificate that is not issued by a root certificate

authority that you trust, you should contact the signer to verify the certificate. Once you
are confident that the signer is who he/she reports to be, then verify that the certificate is
from the signer. For example, you can confirm the certificate's MD5 digest with the

signer. (Use the Certificate Viewer to view the MD5 digest, and to import and directly trust
the certificate.)

[ Validate Signature ] | Cloze
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Certificate Viewer =l
This dialog allows you to view the details of a certificate and its entire issuance chain. The details
correspond to the selected entry. Multiple issuance chains are being displayed because none of the
chains were issued by a trust anchor.

['Show all certification paths found

Trio <office@trio-net.biz| | Summary I Details I Revocation PDELCEE l Legal Motice

This certificate is not trusted.

Trust Settings

3 sSign docurnents or data
3 Certify documents

3 Execute dynamic content that is embedded in a
certified document

3  Execute high privilege JavaScripts that are embedded in
a certified document

#  Perform privileged system operations (networking,
printing, file access, etc.)

I’ Add to Trusted Identities... ] I

4 | 1] | p

?a This is a self-signed certificate, The selected certificate path is valid.

The path validation checks were done at 2014/10/05 11:47:50 +03'00°

N7D1 MIIN91 217 M2701 11"
5401783 2X1MW NV2A1 1811711212
5410102 TIP™ ?2&INW NvV2J 274 .7.1
03-7361160 : DP9 03-7361150 : 11970



illd D

. MYIND NA'MNNY DX QY nonn NX NN .4

Signature
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